Sure! Here are 10 multiple choice questions based on the "Cyber Threat Taxonomy" chart:

1. Which of the following is a type of "Information Gathering"?

a. Phishing

b. Sabotage

c. Adware

\*d. Sniffing

e. Masquerading

2. "Ransomware" falls under which major category in the taxonomy?

\*a. Malware

b. Fraud

c. Intrusions

d. Abusive Content

e. Availability Attacks

3. What is an example of an "Intrusion Attempt"?

a. Social Engineering

b. Bot

\*c. Login Attempts

d. Incendiary Speech

e. Phishing

4. Which of the following is NOT a type of Malware?

a. Trojan

b. Worm

\*c. Masquerading

d. Spyware

e. Rootkit

5. Under which category would you find "Application Compromise"?

\*a. Intrusions

b. Intrusion Attempts

c. Fraud

d. Malware

e. Abusive Content

6. "Incendiary Speech" is a subtype of what main category?

a. Fraud

\*b. Abusive Content

c. Intrusions

d. Malware

e. Availability Attacks

7. Which of the following is a type of "Availability Attack"?

a. Adware

\*b. Denial of Service

c. Unauthorized Use of Resources

d. Account Takeover

e. Login Attempts

8. What does "Phishing" fall under in the taxonomy?

\*a. Fraud

b. Intrusion Attempts

c. Intrusions

d. Abusive Content

e. Malware

9. Which of the following is NOT a type of Intrusion?

a. Application Compromise

b. Bot

\*c. Ransomware

d. Privilege Escalation

e. Account Takeover

10. "Inappropriate Violence/Sexuality" belongs to which category?

a. Fraud

b. Intrusion Attempts

\*c. Abusive Content

d. Intrusions

e. Malware

Now, 5 scenario-based questions:

11. A hacker tries multiple combinations of usernames and passwords on an online banking portal. Which threat from the taxonomy is this an example of?

a. Social Engineering

b. Trojan

c. Ransomware

\*d. Login Attempts

e. Sniffing

12. Your computer starts to run slower, and pop-up advertisements show up frequently. Which threat might your computer be infected with?

a. Worm

\*b. Adware

c. Denial of Service

d. Account Takeover

e. Unauthorized Use of Resources

13. An attacker tricks an employee into revealing sensitive information by pretending to be a senior executive via email. This is an example of:

\*a. Social Engineering

b. Exploiting Known Vulnerabilities

c. Account Takeover

d. Worm

e. Bot

14. A software secretly monitors the user's activity and sends the information to a remote server. What is this an example of?

a. Rootkit

\*b. Spyware

c. Denial of Service

d. Phishing

e. Masquerading

15. Your website goes offline, and upon investigation, you find a massive amount of requests sent to your server to overwhelm it. This is an example of:

a. Ransomware

b. Bot

\*c. Denial of Service

d. Exploiting Known Vulnerabilities

e. Unauthorized Use of Resources

I hope these questions help!